
WHAT IS  

BUSINESS EMAIL COMPROMISE?

ILLEGAL ACCESS

Criminals gain
access to a victim's
device or systems
through hacking,
phishing websites, or
malware - then
deceive the victim
into transferring
money into their bank
account.

SOCIAL
ENGINEERING

Criminals can target
their victims based on
information they
share on social
media platforms. Be
intentional when you
share - or more
importantly - do not
share information via
social media
platforms.

#BECareful

Make sure you know
how to identify, react
and report to any
suspicious emails.
When in doubt, check
with your IT
administrator first
before taking action.

URGENT REQUEST

Criminals' number
one tool is deception.
They will impersonate
a supplier requesting
an urgent payment,
or change in banking
details, or even a
senior employee with
access privledges to
payment information.


